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TEAM SIM European 
Union 

Registered 018624378 17-12-2021 018624378 17-06-2022 9 - Computer software; computer hardware; computer software platforms; computer software in 
the field of cyber security; computer software platforms for cyber security; none of the aforesaid 
being or relating to computer or video games, mobile games, online games or online 

entertainment, or computer game, video game, mobile game or interactive entertainment 
software on any medium., 35 - Business consultancy relating to cyber security; data gathering 
and analysis services in the field of cyber security; business and marketing research; business 
risk assessment services; business information services; information, consultancy and advisory 
services relating to all the aforesaid services., 41 - Education and training services, cyber skills 
training and education; cyber security skills development and training; cyber skills development 
and training services; provision of online training, namely, administering online learning 
environments to teach participants cyber security skills and how to protect themselves from cyber 
threats; provision of virtual training labs; e-learning services; information, consultation research 
and advice in relation to the aforesaid services; providing information via a global computer 
network in relation to the aforesaid services; preparation of reports relating to all the aforesaid 
service; information, consultancy and advisory services relating to all the aforesaid services., 42 - 
Software as a Service; Platform as a Service; software as a service (saas) services featuring 

software for use in cyber security for the detection and mitigation of advanced persistent threat 
(apt) attacks; developing software and platforms for online learning environments to teach 
participants cyber security and how to protect themselves from cyber threats; providing online 
information in the field of cyber security and cyber threats via a computer database or the 
internet; design, development, and implementation of technology solutions for the purposes of 
cyber security; design, development and implementation of the creation of solutions for cyber, 
computer, data and internet security threats; cyber, computer, internet and data security 
management information; consultancy services relating to cyber, computer, internet and data 
security; measurement of cyber risks; providing online non-downloadable software for cyber skills 
and threats training and education; cyber, computer, internet and data security, protection and 
restoration services; computer system monitoring services; monitoring of network systems; 
computer system analysis; advisory services relating to computer systems analysis; compilation 

of information relating to cyber security; testing, analysis, monitoring, maintenance and advisory 
services regarding cyber security and data security services; data security services, namely, 
monitoring of computer systems for security purposes and vulnerabilities; design and 
development of computer software and computer systems for monitoring computer network 
behavioural patterns to discover risks; design and development of computer software and 
computer systems for monitoring computer network behavioural patterns to correlate security 
information; design and development of computer software and computer systems for monitoring 
computer network behavioural patterns to assess vulnerabilities, and managing and 
communicating compliance; provision of IT and consultancy services to protect against and/or 
remedy cyber security breaches and incidents; consultancy, design, testing, research and 
advisory services, all relating to computer security and computer networks; technical and 
strategic consultation in the field of computer software, network management and network 
security; technical support services relating to computer and cyber security; technical support 

services relating to computer networks and the Internet; design and development of Internet 
security programs; testing of computer programs; cyber security threat analysis for protecting 
data; services for enhancing the performance, function and security of computer networks; 
provision of security services for computer networks; providing temporary use of web-based 
applications; providing temporary use of non-downloadable software; advisory services relating to 
computer systems security namely, advisory services related to designing, developing, 
customizing, configuring, deploying, installing, maintaining, analysing, integrating, repairing, and 
managing of cyber security systems for others; services relating to the protection of computer 
software, computer hardware, computer networks and computer systems against attacks from 
computer viruses and security threats; monitoring of computer network behavioural patterns; 
monitoring of computer network behavioural patterns for detecting and removing security threats; 
monitoring of computer network behavioural patterns for security purposes for detecting, 
classifying and removing computer viruses and security threats; provision of virtual computer 

environments, namely, training labs; advisory services relating to data security; monitoring of 
computer systems for security purposes; provision of a computer monitoring service which tracks 
online data and content; provision of computer assisted, computer mediated and on-line 
computer services for the foregoing; information, consultancy and advisory services relating to all 
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the aforesaid services., 45 - Due-diligence checks relating to cyber security; licensing of software 
and technology solutions; security assessment of risks; incident management consulting and 

investigation; security consultancy; Security monitoring services; Security services; information, 
consultancy and advisory services relating to all the aforesaid services. 

HUMAN DEFENSE 
LAYER 

European 
Union 

Registered 018624376 17-12-2021 018624376 17-12-2021 9 - Computer software; computer hardware; computer software platforms; computer software in 
the field of cyber security; computer software platforms for cyber security., 35 - Business 
consultancy relating to cyber security; data gathering and analysis services in the field of cyber 
security; business and marketing research; business risk assessment services; business 
information services; information, consultancy and advisory services relating to all the aforesaid 
services., 41 - Education and training services, cyber skills training and education; cyber security 
skills development and training; cyber skills development and training services; provision of 
online training, namely, administering online learning environments to teach participants cyber 
security skills and how to protect themselves from cyber threats; provision of virtual training labs; 
e-learning services; information, consultation research and advice in relation to the aforesaid 
services; providing information via a global computer network in relation to the aforesaid services; 
preparation of reports relating to all the aforesaid service; information, consultancy and advisory 
services relating to all the aforesaid services., 42 - Software as a Service; Platform as a Service; 
software as a service (saas) services featuring software for use in cyber security for the detection 
and mitigation of advanced persistent threat (apt) attacks; developing software and platforms for 
online learning environments to teach participants cyber security and how to protect themselves 
from cyber threats; providing online information in the field of cyber security and cyber threats via 
a computer database or the internet; design, development, and implementation of technology 
solutions for the purposes of cyber security; design, development and implementation of the 
creation of solutions for cyber, computer, data and internet security threats; cyber, computer, 
internet and data security management information; consultancy services relating to cyber, 
computer, internet and data security; measurement of cyber risks; providing online non-

downloadable software for cyber skills and threats training and education; cyber, computer, 
internet and data security, protection and restoration services; computer system monitoring 
services; monitoring of network systems; computer system analysis; advisory services relating to 
computer systems analysis; compilation of information relating to cyber security; testing, analysis, 
monitoring, maintenance and advisory services regarding cyber security and data security 
services; data security services, namely, monitoring of computer systems for security purposes 
and vulnerabilities; design and development of computer software and computer systems for 
monitoring computer network behavioural patterns to discover risks; design and development of 
computer software and computer systems for monitoring computer network behavioural patterns 
to correlate security information; design and development of computer software and computer 
systems for monitoring computer network behavioural patterns to assess vulnerabilities, and 
managing and communicating compliance; provision of IT and consultancy services to protect 
against and/or remedy cyber security breaches and incidents; consultancy, design, testing, 

research and advisory services, all relating to computer security and computer networks; 
technical and strategic consultation in the field of computer software, network management and 
network security; technical support services relating to computer and cyber security; technical 
support services relating to computer networks and the Internet; design and development of 
Internet security programs; testing of computer programs; cyber security threat analysis for 
protecting data; services for enhancing the performance, function and security of computer 
networks; provision of security services for computer networks; providing temporary use of web-
based applications; providing temporary use of non-downloadable software; advisory services 
relating to computer systems security namely, advisory services related to designing, developing, 
customizing, configuring, deploying, installing, maintaining, analysing, integrating, repairing, and 
managing of cyber security systems for others; services relating to the protection of computer 
software, computer hardware, computer networks and computer systems against attacks from 
computer viruses and security threats; monitoring of computer network behavioural patterns; 

monitoring of computer network behavioural patterns for detecting and removing security threats; 
monitoring of computer network behavioural patterns for security purposes for detecting, 
classifying and removing computer viruses and security threats; provision of virtual computer 
environments, namely, training labs; advisory services relating to data security; monitoring of 



        IMMERSIVE LABS – 02.2023 

IP Title Country Status Application No. Application 
Date 

Registration 
No. 

Registration 
Date 

Classification Text 

computer systems for security purposes; provision of a computer monitoring service which tracks 
online data and content; provision of computer assisted, computer mediated and on-line 

computer services for the foregoing; information, consultancy and advisory services relating to all 
the aforesaid services., 45 - Due-diligence checks relating to cyber security; licensing of software 
and technology solutions; security assessment of risks; incident management consulting and 
investigation; security consultancy; Security monitoring services; Security services; information, 
consultancy and advisory services relating to all the aforesaid services. 

IMMERSIVE LABS European 
Union 

Registered 018513715 14-07-2021 018513715 17-11-2021 9 - Computer software; computer hardware; software platforms; computer software in the field of 
cyber security; computer software platforms for cyber security, 35 - Business consultancy relating 
to cyber security; data gathering and business analysis services in the field of cyber security; 
business and marketing research; business risk assessment services; business information 
services. 

IMMERSIVE LABS European 
Union 

Registered 018036228 14-03-2019 018036228 09-10-2019 41 - Cyber skills training., 42 - Software as a service (SAAS) services featuring software for cyber 
security, namely, software for the upskilling and training of individuals in the identification, 
mitigation and defence against actual and potential computer and network security threats 
utilising the latest threat intelligence, gamified learning and simulated realistic live attacks; cyber 
security intelligence in relation to computing networks, IT security, protection and restoration; 
scientific risk assessment in the field of computing networks, IT security, protection and 
restoration; cyber security management information services in relation to computing networks, It 
security, protection and restoration; expert consultancy in connection with computing networks, IT 
security, protection and restoration., 45 - Cyber skills development services; security services for 
the protection of property and individuals; intellectual property protection; consultancy services 
relating to health and safety; detective agency services; Advisory services relating to intellectual 
property protection; Advisory services relating to regulatory affairs; Advisory services relating to 
the law; computer licensing; computer software licensing; Consultancy on regulations on safety at 
work; Information services relating to safety; legal due-diligence checks in relation to computing 
networks, IT security, protection and restoration; Investigations in relation to intellectual property; 
Legal services; Licensing of computer software; Licensing of software; Licensing of technology; 

Protection of intellectual property; Safety evaluation; Security assessment of risks; Security 
consultancy; Security monitoring services; Security services. 

 

European 
Union 

Registered 18133393 07-10-2019 018133393 21-02-2020 41 - Cyber skills training; cyber skills development services., 42 - Software as a service (SAAS) 
services featuring software for cyber security, namely, software for the upskilling and training of 
individuals in the identification, mitigation and defence against actual and potential computer and 
network security threats utilising the latest threat intelligence, gamified learning and simulated 
realistic live attacks; measurement of cyber risks; cyber security management information; cyber 
security business intelligence; expert consultancy relating to cyber security., 45 - Security 
services for the protection of property and individuals; intellectual property protection; consultancy 
services relating to health and safety; detective agency services; Advisory services relating to 
intellectual property protection; Advisory services relating to regulatory affairs; Advisory services 
relating to the law; computer licensing; computer software licensing; Consultancy on regulations 
on safety at work; information services relating to safety; legal due-diligence checks reating to 
cyber security; Investigations in relation to intellectual property; Legal services; Licensing of 

computer software; Licensing of software; Licensing of technology; Protection of intellectual 
property; Safety evaluation; Security assessment of risks; Security consultancy; Security 
monitoring services; Security services. 

IMMERSIVE LABS South Africa Response Filed 2021/11812 23-04-2021     42 - Software as a Service; Platform as a Service; software as a service (saas) services featuring 
software for use in cyber security for the detection and mitigation of advanced persistent threat 
(apt) attacks; developing software and platforms for online learning environments to teach 
participants cyber security and how to protect themselves from cyber threats; providing online 
information in the field of cyber security and cyber threats via a computer database or the 
internet; design, development, and implementation of technology solutions for the purposes of 
cyber security; design, development and implementation of the creation of solutions for cyber, 
computer, data and internet security threats; cyber, computer, internet and data security 
management information; consultancy services relating to cyber, computer, internet and data 
security; measurement of cyber risks; providing online non-downloadable software for cyber skills 
and threats training and education; cyber, computer, internet and data security, protection and 
restoration services; computer system monitoring services; monitoring of network systems; 
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computer system analysis; advisory services relating to computer systems analysis; compilation 
of information relating to cyber security; testing, analysis, monitoring, maintenance and advisory 

services regarding cyber security and data security services; data security services, namely, 
monitoring of computer systems for security purposes and vulnerabilities; design and 
development of computer software and computer systems for monitoring computer network 
behavioural patterns to discover risks; design and development of computer software and 
computer systems for monitoring computer network behavioural patterns to correlate security 
information; design and development of computer software and computer systems for monitoring 
computer network behavioural patterns to assess vulnerabilities, and managing and 
communicating compliance; provision of IT and consultancy services to protect against and/or 
remedy cyber security breaches and incidents; consultancy, design, testing, research and 
advisory services, all relating to computer security and computer networks; technical and 
strategic consultation in the field of computer software, network management and network 
security; technical support services relating to computer and cyber security; technical support 
services relating to computer networks and the Internet; design and development of Internet 
security programs; testing of computer programs; cyber security threat analysis for protecting 
data; services for enhancing the performance, function and security of computer networks; 
provision of security services for computer networks; providing temporary use of web-based 
applications; providing temporary use of non-downloadable software; advisory services relating to 
computer systems security namely, advisory services related to designing, developing, 
customizing, configuring, deploying, installing, maintaining, analysing, integrating, repairing, and 
managing of cyber security systems for others; services relating to the protection of computer 
software, computer hardware, computer networks and computer systems against attacks from 
computer viruses and security threats; monitoring of computer network behavioural patterns; 
monitoring of computer network behavioural patterns for detecting and removing security threats; 
monitoring of computer network behavioural patterns for security purposes for detecting, 
classifying and removing computer viruses and security threats; provision of virtual computer 

environments, namely, training labs; advisory services relating to data security; monitoring of 
computer systems for security purposes; provision of a computer monitoring service which tracks 
online data and content; provision of computer assisted, computer mediated and on-line 
computer services for the foregoing; information, consultancy and advisory services relating to all 
the aforesaid services. 

IMMERSIVE LABS South Africa Response Filed 2021/11809 23-04-2021     9 - Computer software; computer hardware; software platforms; computer software in the field of 
cyber security; computer software platforms for cyber security. 

IMMERSIVE LABS South Africa Response Filed 2021/11811 23-04-2021     41 - Education and training services, cyber skills training and education; cyber security skills 
development and training; cyber skills development and training services; provision of online 
training, namely, administering online learning environments to teach participants cyber security 
skills and how to protect themselves from cyber threats; provision of virtual training labs; e-

learning services; information, consultation research and advice in relation to the aforesaid 
services; providing information via a global computer network in relation to the aforesaid services; 
preparation of reports relating to all the aforesaid services. 

IMMERSIVE LABS South Africa Response Filed 2021/11810 23-04-2021     35 - Business consultancy relating to cyber security; data gathering and analysis services in the 
field of cyber security; business and marketing research; risk assessment services; business 
information services; business consultancy relating to cyber security. 

IMMERSIVE LABS South Africa Response Filed 2021/11813 23-04-2021     45 - Due-diligence checks relating to cyber security; licensing of software and technology 
solutions; assessment of risks; incident management consulting and investigation; security 
consultancy; Security monitoring services; Security services. 
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IMMERSIVE LABS Switzerland Registered 06384/2021 22-04-2021 783693 06-07-2022 9 - Computer software; computer hardware; software platforms; computer software in the field of 
cyber security; computer software platforms for cyber security., 35 - Business consultancy 
relating to cyber security; data gathering and analysis services in the field of cyber security; 

business and marketing research; business risk assessment services; business information 
services; business consultancy relating to cyber security., 41 - Education and training services, 
cyber skills training and education; cyber security skills development and training; cyber skills 
development and training services; provision of online training, namely, administering online 
learning environments to teach participants cyber security skills and how to protect themselves 
from cyber threats; provision of virtual training labs; e-learning services; information, consultation 
research and advice in relation to the aforesaid services; providing information via a global 
computer network in relation to the aforesaid services; preparation of reports relating to all the 
aforesaid services., 42 - Software as a Service; Platform as a Service; software as a service 
(saas) services featuring software for use in cyber security for the detection and mitigation of 
advanced persistent threat (apt) attacks; developing software and platforms for online learning 
environments to teach participants cyber security and how to protect themselves from cyber 
threats; providing online information in the field of cyber security and cyber threats via a computer 

database or the internet; design, development, and implementation of technology solutions for 
the purposes of cyber security; design, development and implementation of the creation of 
solutions for cyber, computer, data and internet security threats; cyber, computer, internet and 
data security management information; consultancy services relating to cyber, computer, internet 
and data security; measurement of cyber risks; providing online non-downloadable software for 
cyber skills and threats training and education; cyber, computer, internet and data security, 
protection and restoration services; computer system monitoring services; monitoring of network 
systems; computer system analysis; advisory services relating to computer systems analysis; 
compilation of information relating to cyber security; testing, analysis, monitoring, maintenance 
and advisory services regarding cyber security and data security services; data security services, 
namely, monitoring of computer systems for security purposes and vulnerabilities; design and 
development of computer software and computer systems for monitoring computer network 

behavioural patterns to discover risks; design and development of computer software and 
computer systems for monitoring computer network behavioural patterns to correlate security 
information; design and development of computer software and computer systems for monitoring 
computer network behavioural patterns to assess vulnerabilities, and managing and 
communicating compliance; provision of IT and consultancy services to protect against and/or 
remedy cyber security breaches and incidents; consultancy, design, testing, research and 
advisory services, all relating to computer security and computer networks; technical and 
strategic consultation in the field of computer software, network management and network 
security; technical support services relating to computer and cyber security; technical support 
services relating to computer networks and the Internet; design and development of Internet 
security programs; testing of computer programs; cyber security threat analysis for protecting 
data; services for enhancing the performance, function and security of computer networks; 
provision of security services for computer networks; providing temporary use of web-based 

applications; providing temporary use of non-downloadable software; advisory services relating to 
computer systems security namely, advisory services related to designing, developing, 
customizing, configuring, deploying, installing, maintaining, analysing, integrating, repairing, and 
managing of cyber security systems for others; services relating to the protection of computer 
software, computer hardware, computer networks and computer systems against attacks from 
computer viruses and security threats; monitoring of computer network behavioural patterns; 
monitoring of computer network behavioural patterns for detecting and removing security threats; 
monitoring of computer network behavioural patterns for security purposes for detecting, 
classifying and removing computer viruses and security threats; provision of virtual computer 
environments, namely, training labs; advisory services relating to data security; monitoring of 
computer systems for security purposes; provision of a computer monitoring service which tracks 
online data and content; provision of computer assisted, computer mediated and on-line 
computer services for the foregoing; information, consultancy and advisory services relating to all 

the aforesaid services., 45 - Due-diligence checks relating to cyber security; licensing of software 
and technology solutions; assessment of risks; incident management consulting and 
investigation; security consultancy; Security monitoring services; Security services. 
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TEAM SIM United Kingdom Registered UK00003734366 17-12-2021 UK00003734366 17-12-2021 9 - Computer software; computer hardware; software platforms; computer software in the field of 
cyber security; computer software platforms for cyber security., 35 - Business consultancy 
relating to cyber security; data gathering and analysis services in the field of cyber security; 

business and marketing research; risk assessment services; business information services; 
business consultancy relating to cyber security; information, consultancy and advisory services 
relating to all the aforesaid services., 41 - Education and training services, cyber skills training 
and education; cyber security skills development and training; cyber skills development and 
training services; provision of online training, namely, administering online learning environments 
to teach participants cyber security skills and how to protect themselves from cyber threats; 
provision of virtual training labs; e-learning services; information, consultation research and 
advice in relation to the aforesaid services; providing information via a global computer network in 
relation to the aforesaid services; preparation of reports relating to all the aforesaid service; 
information, consultancy and advisory services relating to all the aforesaid services., 42 - 
Software as a Service; Platform as a Service; software as a service (saas) services featuring 
software for use in cyber security for the detection and mitigation of advanced persistent threat 
(apt) attacks; developing software and platforms for online learning environments to teach 

participants cyber security and how to protect themselves from cyber threats; providing online 
information in the field of cyber security and cyber threats via a computer database or the 
internet; design, development, and implementation of technology solutions for the purposes of 
cyber security; design, development and implementation of the creation of solutions for cyber, 
computer, data and internet security threats; cyber, computer, internet and data security 
management information; consultancy services relating to cyber, computer, internet and data 
security; measurement of cyber risks; providing online non-downloadable software for cyber skills 
and threats training and education; cyber, computer, internet and data security, protection and 
restoration services; computer system monitoring services; monitoring of network systems; 
computer system analysis; advisory services relating to computer systems analysis; compilation 
of information relating to cyber security; testing, analysis, monitoring, maintenance and advisory 
services regarding cyber security and data security services; data security services, namely, 

monitoring of computer systems for security purposes and vulnerabilities; design and 
development of computer software and computer systems for monitoring computer network 
behavioural patterns to discover risks; design and development of computer software and 
computer systems for monitoring computer network behavioural patterns to correlate security 
information; design and development of computer software and computer systems for monitoring 
computer network behavioural patterns to assess vulnerabilities, and managing and 
communicating compliance; provision of IT and consultancy services to protect against and/or 
remedy cyber security breaches and incidents; consultancy, design, testing, research and 
advisory services, all relating to computer security and computer networks; technical and 
strategic consultation in the field of computer software, network management and network 
security; technical support services relating to computer and cyber security; technical support 
services relating to computer networks and the Internet; design and development of Internet 
security programs; testing of computer programs; cyber security threat analysis for protecting 

data; services for enhancing the performance, function and security of computer networks; 
provision of security services for computer networks; providing temporary use of web-based 
applications; providing temporary use of non-downloadable software; advisory services relating to 
computer systems security namely, advisory services related to designing, developing, 
customizing, configuring, deploying, installing, maintaining, analysing, integrating, repairing, and 
managing of cyber security systems for others; services relating to the protection of computer 
software, computer hardware, computer networks and computer systems against attacks from 
computer viruses and security threats; monitoring of computer network behavioural patterns; 
monitoring of computer network behavioural patterns for detecting and removing security threats; 
monitoring of computer network behavioural patterns for security purposes for detecting, 
classifying and removing computer viruses and security threats; provision of virtual computer 
environments, namely, training labs; advisory services relating to data security; monitoring of 
computer systems for security purposes; provision of a computer monitoring service which tracks 

online data and content; provision of computer assisted, computer mediated and on-line 
computer services for the foregoing; information, consultancy and advisory services relating to all 
the aforesaid services., 45 - Due-diligence checks relating to cyber security; licensing of software 
and technology solutions; assessment of risks; incident management consulting and 
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investigation; security consultancy; Security monitoring services; Security services; information, 
consultancy and advisory services relating to all the aforesaid services. 

HUMAN DEFENSE 
LAYER 

United Kingdom Registered UK00003734363 17-12-2021 UK00003734363 17-12-2021 9 - Computer software; computer hardware; software platforms; computer software in the field of 
cyber security; computer software platforms for cyber security., 35 - Business consultancy 
relating to cyber security; data gathering and analysis services in the field of cyber security; 
business and marketing research; risk assessment services; business information services; 
business consultancy relating to cyber security; information, consultancy and advisory services 
relating to all the aforesaid services., 41 - Education and training services, cyber skills training 
and education; cyber security skills development and training; cyber skills development and 
training services; provision of online training, namely, administering online learning environments 
to teach participants cyber security skills and how to protect themselves from cyber threats; 
provision of virtual training labs; e-learning services; information, consultation research and 
advice in relation to the aforesaid services; providing information via a global computer network in 
relation to the aforesaid services; preparation of reports relating to all the aforesaid service; 
information, consultancy and advisory services relating to all the aforesaid services., 42 - 
Software as a Service; Platform as a Service; software as a service (saas) services featuring 
software for use in cyber security for the detection and mitigation of advanced persistent threat 
(apt) attacks; developing software and platforms for online learning environments to teach 
participants cyber security and how to protect themselves from cyber threats; providing online 
information in the field of cyber security and cyber threats via a computer database or the 
internet; design, development, and implementation of technology solutions for the purposes of 
cyber security; design, development and implementation of the creation of solutions for cyber, 
computer, data and internet security threats; cyber, computer, internet and data security 
management information; consultancy services relating to cyber, computer, internet and data 

security; measurement of cyber risks; providing online non-downloadable software for cyber skills 
and threats training and education; cyber, computer, internet and data security, protection and 
restoration services; computer system monitoring services; monitoring of network systems; 
computer system analysis; advisory services relating to computer systems analysis; compilation 
of information relating to cyber security; testing, analysis, monitoring, maintenance and advisory 
services regarding cyber security and data security services; data security services, namely, 
monitoring of computer systems for security purposes and vulnerabilities; design and 
development of computer software and computer systems for monitoring computer network 
behavioural patterns to discover risks; design and development of computer software and 
computer systems for monitoring computer network behavioural patterns to correlate security 
information; design and development of computer software and computer systems for monitoring 
computer network behavioural patterns to assess vulnerabilities, and managing and 
communicating compliance; provision of IT and consultancy services to protect against and/or 

remedy cyber security breaches and incidents; consultancy, design, testing, research and 
advisory services, all relating to computer security and computer networks; technical and 
strategic consultation in the field of computer software, network management and network 
security; technical support services relating to computer and cyber security; technical support 
services relating to computer networks and the Internet; design and development of Internet 
security programs; testing of computer programs; cyber security threat analysis for protecting 
data; services for enhancing the performance, function and security of computer networks; 
provision of security services for computer networks; providing temporary use of web-based 
applications; providing temporary use of non-downloadable software; advisory services relating to 
computer systems security namely, advisory services related to designing, developing, 
customizing, configuring, deploying, installing, maintaining, analysing, integrating, repairing, and 
managing of cyber security systems for others; services relating to the protection of computer 
software, computer hardware, computer networks and computer systems against attacks from 

computer viruses and security threats; monitoring of computer network behavioural patterns; 
monitoring of computer network behavioural patterns for detecting and removing security threats; 
monitoring of computer network behavioural patterns for security purposes for detecting, 
classifying and removing computer viruses and security threats; provision of virtual computer 
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environments, namely, training labs; advisory services relating to data security; monitoring of 
computer systems for security purposes; provision of a computer monitoring service which tracks 

online data and content; provision of computer assisted, computer mediated and on-line 
computer services for the foregoing; information, consultancy and advisory services relating to all 
the aforesaid services., 45 - Due-diligence checks relating to cyber security; licensing of software 
and technology solutions; assessment of risks; incident management consulting and 
investigation; security consultancy; Security monitoring services; Security services; information, 
consultancy and advisory services relating to all the aforesaid services. 

CYBER 
WORKFORCE 
OPTIMISATION and 
CYBER 
WORKFORCE 
OPTIMIZATION 
(series of 2) 

United Kingdom Registered UK00003728499 02-12-2021 UK00003728499 02-12-2021 9 - Computer software; computer hardware; software platforms; computer software in the field of 
cyber security; computer software platforms for cyber security., 35 - Business consultancy 
relating to cyber security; data gathering and analysis services in the field of cyber security; 
business and marketing research; risk assessment services; business information services; 
business consultancy relating to cyber security; information, consultancy and advisory services 
relating to all the aforesaid services., 41 - Education and training services, cyber skills training 
and education; cyber security skills development and training; cyber skills development and 
training services; provision of online training, namely, administering online learning environments 

to teach participants cyber security skills and how to protect themselves from cyber threats; 
provision of virtual training labs; e-learning services; information, consultation research and 
advice in relation to the aforesaid services; providing information via a global computer network in 
relation to the aforesaid services; preparation of reports relating to all the aforesaid service; 
information, consultancy and advisory services relating to all the aforesaid services., 42 - 
Software as a Service; Platform as a Service; software as a service (saas) services featuring 
software for use in cyber security for the detection and mitigation of advanced persistent threat 
(apt) attacks; developing software and platforms for online learning environments to teach 
participants cyber security and how to protect themselves from cyber threats; providing online 
information in the field of cyber security and cyber threats via a computer database or the 
internet; design, development, and implementation of technology solutions for the purposes of 
cyber security; design, development and implementation of the creation of solutions for cyber, 

computer, data and internet security threats; cyber, computer, internet and data security 
management information; consultancy services relating to cyber, computer, internet and data 
security; measurement of cyber risks; providing online non-downloadable software for cyber skills 
and threats training and education; cyber, computer, internet and data security, protection and 
restoration services; computer system monitoring services; monitoring of network systems; 
computer system analysis; advisory services relating to computer systems analysis; compilation 
of information relating to cyber security; testing, analysis, monitoring, maintenance and advisory 
services regarding cyber security and data security services; data security services, namely, 
monitoring of computer systems for security purposes and vulnerabilities; design and 
development of computer software and computer systems for monitoring computer network 
behavioural patterns to discover risks; design and development of computer software and 
computer systems for monitoring computer network behavioural patterns to correlate security 
information; design and development of computer software and computer systems for monitoring 

computer network behavioural patterns to assess vulnerabilities, and managing and 
communicating compliance; provision of IT and consultancy services to protect against and/or 
remedy cyber security breaches and incidents; consultancy, design, testing, research and 
advisory services, all relating to computer security and computer networks; technical and 
strategic consultation in the field of computer software, network management and network 
security; technical support services relating to computer and cyber security; technical support 
services relating to computer networks and the Internet; design and development of Internet 
security programs; testing of computer programs; cyber security threat analysis for protecting 
data; services for enhancing the performance, function and security of computer networks; 
provision of security services for computer networks; providing temporary use of web-based 
applications; providing temporary use of non-downloadable software; advisory services relating to 
computer systems security namely, advisory services related to designing, developing, 
customizing, configuring, deploying, installing, maintaining, analysing, integrating, repairing, and 

managing of cyber security systems for others; services relating to the protection of computer 
software, computer hardware, computer networks and computer systems against attacks from 
computer viruses and security threats; monitoring of computer network behavioural patterns; 
monitoring of computer network behavioural patterns for detecting and removing security threats; 
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monitoring of computer network behavioural patterns for security purposes for detecting, 
classifying and removing computer viruses and security threats; provision of virtual computer 

environments, namely, training labs; advisory services relating to data security; monitoring of 
computer systems for security purposes; provision of a computer monitoring service which tracks 
online data and content; provision of computer assisted, computer mediated and on-line 
computer services for the foregoing; information, consultancy and advisory services relating to all 
the aforesaid services., 45 - Due-diligence checks relating to cyber security; licensing of software 
and technology solutions; assessment of risks; incident management consulting and 
investigation; security consultancy; Security monitoring services; Security services; information, 
consultancy and advisory services relating to all the aforesaid services. 

IMMERSIVE LABS United Kingdom Registered UK00003668813 14-07-2021 UK00003668813 14-07-2021 9 - Computer software; computer hardware; software platforms; computer software in the field of 
cyber security; computer software platforms for cyber security., 35 - Business consultancy 
relating to cyber security; data gathering and analysis services in the field of cyber security; 
business and marketing research; risk assessment services; business information services. 

IMMERSIVE 
INTELLIGENCE 

United Kingdom Registered UK00003401659 23-05-2019 UK00003401659 04-10-2019 35 - Research and data gathering and analysis services in the field of cyber security; risk 
assessment services; business information services; business consultancy relating to cyber 
security., 41 - Cyber skills training and education; cyber security skills development; cyber skills 
development services; administering online learning environments to teach participants cyber 
security skills and how to protect themselves from cyber threats; provision of virtual training labs; 
e-learning services; information, consultation research and advice in relation to the aforesaid 
services; providing information via a global computer network in relation to the aforesaid services; 
preparation of reports relating to all the aforesaid services., 42 - Software as a service (saas) 
services featuring software for use in cyber security for the detection and mitigation of advanced 
persistent threat (apt) attacks; developing and constructing online learning environments to teach 
participants cyber security and how to protect themselves from cyber threats; providing 
information via a website on global computer networks in the form of an on-line database 
featuring data relating to cyber security and cyber threats; design, development, and 

implementation of technology solutions for the purposes of cyber security; design, development 
and implementation of the creation of solutions for cyber security threats; cyber security 
management information; consultancy services relating to cyber security; measurement of cyber 
risks; providing a website featuring non-downloadable software for cyber skills and threats 
training and education; cyber security, protection and restoration; computer system monitoring 
services; monitoring of network systems; computer system analysis; advisory services relating to 
computer systems analysis; compilation of information relating to cyber security; testing, analysis, 
monitoring, maintenance and advisory services regarding cyber security and data security 
services; data security services, namely, monitoring of computer systems for security purposes 
and vulnerabilities; design and development of computer software and computer systems for 
monitoring computer network behavioural patterns to discover risks; design and development of 
computer software and computer systems for monitoring computer network behavioural patterns 
to correlate security information; design and development of computer software and computer 

systems for monitoring computer network behavioural patterns to assess vulnerabilities, and 
managing and communicating compliance; provision of IT and consultancy services to protect 
against and/or remedy cyber security breaches and incidents; consultancy, design, testing, 
research and advisory services, all relating to computer security and computer networks; 
technical and strategic consultation in the field of computer software, network management and 
network security; technical support services relating to computer and cyber security; technical 
support services relating to computer networks and the Internet; design and development of 
Internet security programs; testing of computer programs; cyber security threat analysis for 
protecting data; services for enhancing the performance, function and security of computer 
networks; provision of security services for computer networks; providing temporary use of web-
based applications; providing temporary use of non-downloadable software; advisory services 
relating to computer systems security namely, advisory services related to designing, developing, 
customizing, configuring, deploying, installing, maintaining, analysing, integrating, repairing, and 

managing of cyber security systems for others;  services relating to the protection of computer 
software, computer hardware, computer networks and computer systems against attacks from 
computer viruses and security threats;  monitoring of computer network behavioural patterns; 
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monitoring of computer network behavioural patterns for detecting and removing security threats;  
monitoring of computer network behavioural patterns for security purposes for detecting, 

classifying and removing computer viruses and security threats; provision of virtual training labs; 
advisory services relating to data security; monitoring of computer systems for security purposes; 
provision of a computer monitoring service which tracks online data and content; provision of 
computer assisted, computer mediated and on-line computer services for the foregoing; 
information, consultancy and advisory services relating to all the aforesaid services., 45 - Due-
diligence checks relating to cyber security; licensing of software and technology solutions; 
assessment of risks; incident management consulting and investigation; security consultancy; 
Security monitoring services; Security services. 

IMMERSIVE 
INSIGHT 

United Kingdom Registered UK00003401749 23-05-2019 UK00003401749 01-11-2019 35 - Risk assessment services; business information services., 41 - Cyber skills training and 
education; cyber security skills development; cyber skills development services; developing, 
constructing and administering learning environments to teach participants cyber security skills 
and how to protect themselves from cyber threats; development of educational and training 
material relating to cyber security; provision of virtual training labs for training in cyber security; e-
learning services relating to cyber security; information, consultation research and advice in 

relation to the aforesaid services; providing information via a global computer network in relation 
to the aforesaid services; preparation of reports relating to all the aforesaid services., 42 - 
Software as a service (saas) services featuring software for use in cyber security for the detection 
and mitigation of advanced persistent threat (apt) attacks; providing information via a website on 
global computer networks in the form of an on-line database featuring data relating to cyber 
security and cyber threats; design, development, and implementation of technology solutions for 
the purposes of cyber security; design, development and implementation of the creation of 
solutions for cyber security threats; cyber security management information; consultancy services 
relating to cyber security; measurement of cyber risks; providing a website featuring non-
downloadable software for cyber skills and threats training and education; cyber security, 
protection and restoration; computer system monitoring services; monitoring of network systems; 
computer system analysis; advisory services relating to computer systems analysis; compilation 

of information relating to cyber security; testing, analysis, monitoring, maintenance and advisory 
services regarding cyber security and data security services; data security services, namely, 
monitoring of computer systems for security purposes and vulnerabilities; development of 
technologies for the protection of computer networks; design and development of computer 
software and computer systems for monitoring computer network behavioural patterns to 
discover risks; design and development of computer software and computer systems for 
monitoring computer network behavioural patterns to correlate security information; design and 
development of computer software and computer systems for monitoring computer network 
behavioural patterns to assess vulnerabilities, and managing and communicating compliance; 
provision of IT and consultancy services to protect against and/or remedy cyber security 
breaches and incidents; consultancy, design, testing, research and advisory services, all relating 
to computer security and computer networks; technical and strategic consultation in the field of 
computer software, network management and network security; technical support services 

relating to computer and cyber security; technical support services relating to computer networks 
and the Internet; design and development of Internet security programs; testing of computer 
programs; cyber security threat analysis for protecting data; services for enhancing the 
performance, function and security of computer networks; provision of security services for 
computer networks; providing temporary use of web-based applications; providing temporary use 
of non-downloadable software; advisory services relating to computer systems security namely, 
advisory services related to designing, developing, customizing, configuring, deploying, installing, 
maintaining, analysing, integrating, repairing, and managing of cyber security systems for 
others;services relating to the protection of computer software, computer hardware, computer 
networks and computer systems against attacks from computer viruses and security 
threats;monitoring of computer network behavioural patterns; monitoring of computer network 
behavioural patterns for detecting and removing security threats;monitoring of computer network 
behavioural patterns for security purposes for detecting, classifying and removing computer 

viruses and security threats; provision of virtual training labs; monitoring of computer systems for 
security purposes; advisory services relating to data security; business consultancy relating to 
cyber security; provision of computer assisted, computer mediated and on-line computer services 
for the foregoing; information, consultancy and advisory services relating to all the aforesaid 
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services., 45 - Due-diligence checks relating to cyber security; licensing of software and 
technology solutions; assessment of risks; provision of a computer monitoring service which 

tracks online data and content; incident management consulting and investigation; security 
consultancy; Security monitoring services; Security services. 

IMMERSIVE LABS United Kingdom Registered UK00918036228 14-03-2019 UK00918036228 14-03-2019 41 - Cyber skills training., 42 - Software as a service (SAAS) services featuring software for cyber 
security, namely, software for the upskilling and training of individuals in the identification, 
mitigation and defence against actual and potential computer and network security threats 
utilising the latest threat intelligence, gamified learning and simulated realistic live attacks; cyber 
security intelligence in relation to computing networks, IT security, protection and restoration; 
scientific risk assessment in the field of computing networks, IT security, protection and 
restoration; cyber security management information services in relation to computing networks, It 
security, protection and restoration; expert consultancy in connection with computing networks, IT 
security, protection and restoration., 45 - Cyber skills development services; security services for 
the protection of property and individuals; intellectual property protection; consultancy services 
relating to health and safety; detective agency services; Advisory services relating to intellectual 
property protection; Advisory services relating to regulatory affairs; Advisory services relating to 
the law; computer licensing; computer software licensing; Consultancy on regulations on safety at 
work; Information services relating to safety; legal due-diligence checks in relation to computing 
networks, IT security, protection and restoration; Investigations in relation to intellectual property; 
Legal services; Licensing of computer software; Licensing of software; Licensing of technology; 
Protection of intellectual property; Safety evaluation; Security assessment of risks; Security 
consultancy; Security monitoring services; Security services. 

DIGITAL CYBER 
ACADEMY 

United Kingdom Registered UK00003226752 24-04-2017 UK00003226752 24-04-2017 9 - Scientific, nautical, surveying, photographic, cinematographic, optical, weighing, measuring, 
signalling, checking (supervision), life-saving and teaching apparatus and instruments; apparatus 
and instruments for conducting, switching, transforming, accumulating, regulating or controlling 
electricity; apparatus for recording, transmission or reproduction of sound or images; magnetic 
data carriers, recording discs; compact discs, DVDs and other digital recording media; 

mechanisms for coin-operated apparatus; cash registers, calculating machines, data processing 
equipment, computers; computer software; fire-extinguishing apparatus., 41 - Education; 
providing of training; entertainment; sporting and cultural activities., 42 - Scientific and 
technological services and research and design relating thereto; industrial analysis and research 
services; design and development of computer hardware and software. 

 

United Kingdom Registered UK00918133393 07-10-2019 UK00918133393 21-02-2020 41 - Cyber skills training; cyber skills development services., 42 - Software as a service (SAAS) 
services featuring software for cyber security, namely, software for the upskilling and training of 
individuals in the identification, mitigation and defence against actual and potential computer and 
network security threats utilising the latest threat intelligence, gamified learning and simulated 
realistic live attacks; measurement of cyber risks; cyber security management information; cyber 
security business intelligence; expert consultancy relating to cyber security., 45 - Security 
services for the protection of property and individuals; intellectual property protection; consultancy 
services relating to health and safety; detective agency services; Advisory services relating to 
intellectual property protection; Advisory services relating to regulatory affairs; Advisory services 

relating to the law; computer licensing; computer software licensing; Consultancy on regulations 
on safety at work; information services relating to safety; legal due-diligence checks reating to 
cyber security; Investigations in relation to intellectual property; Legal services; Licensing of 
computer software; Licensing of software; Licensing of technology; Protection of intellectual 
property; Safety evaluation; Security assessment of risks; Security consultancy; Security 
monitoring services; Security services. 

Immersive Labs United Kingdom Registered UK00003274402 01-12-2017 UK00003274402 09-03-2018 41 - Cyber skills training., 45 - Measurement of cyber risks; cyber skills development services; 
cyber security management information; cyber security business intelligence; security services for 
the protection of property and individuals; intellectual property protection; consultancy services 
relating to health and safety; detective agency services; Advisory services relating to intellectual 
property protection; Advisory services relating to regulatory affairs; Advisory services relating to 
the law; computer licensing; computer software licensing; Consultancy on regulations on safety at 
work; expert consultancy relating to cyber security; Information services relating to safety; due-
diligence checks; Investigations in relation to intellectual property; Legal services; Licensing of 
computer software; Licensing of software; Licensing of technology; Protection of intellectual 
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property; Safety evaluation; Security assessment of risks; Security consultancy; Security 
monitoring services; Security services. 

 

United Kingdom Registered UK00003391102 10-04-2019 UK00003391102 30-08-2019 41 - Cyber skills training; cyber skills development services., 42 - Software as a service (SAAS) 
services featuring software for cyber security, namely, software for the upskilling and training of 
individuals in the identification, mitigation and defence against actual and potential computer and 
network security threats utilising the latest threat intelligence, gamified learning and simulated 
realistic live attacks; measurement of cyber risks; cyber security management information; cyber 
security business intelligence; expert consultancy relating to cyber security., 45 - Security 
services for the protection of property and individuals; intellectual property protection; consultancy 
services relating to health and safety; detective agency services; Advisory services relating to 
intellectual property protection; Advisory services relating to regulatory affairs; Advisory services 
relating to the law; computer licensing; computer software licensing; Consultancy on regulations 
on safety at work; information services relating to safety; legal due-diligence checks reating to 
cyber security; Investigations in relation to intellectual property; Legal services; Licensing of 
computer software; Licensing of software; Licensing of technology; Protection of intellectual 
property; Safety evaluation; Security assessment of risks; Security consultancy; Security 
monitoring services; Security services. 

IMMERSIVE 
SIMULATION 
ENGINE 

United States of 
America 

Response Filed 97278706 22-02-2022     9 - Computer software; computer hardware; software platforms; computer software in the field of 
cyber security; computer software platforms for cyber security., 35 - Business consultancy 
relating to cyber security; data gathering and analysis services in the field of cyber security; 
business and marketing research; risk assessment services; business information services; 
business consultancy relating to cyber security; information, consultancy and advisory services 
relating to all the aforesaid services., 41 - Education and training services, cyber skills training 
and education; cyber security skills development and training; cyber skills development and 
training services; provision of online training, namely, administering online learning environments 

to teach participants cyber security skills and how to protect themselves from cyber threats; 
provision of virtual training labs; e-learning services; information, consultation research and 
advice in relation to the aforesaid services; providing information via a global computer network in 
relation to the aforesaid services; preparation of reports relating to all the aforesaid service; 
information, consultancy and advisory services relating to all the aforesaid services., 42 - 
Software as a Service; Platform as a Service; software as a service (saas) services featuring 
software for use in cyber security for the detection and mitigation of advanced persistent threat 
(apt) attacks; developing software and platforms for online learning environments to teach 
participants cyber security and how to protect themselves from cyber threats; providing online 
information in the field of cyber security and cyber threats via a computer database or the 
internet; design, development, and implementation of technology solutions for the purposes of 
cyber security; design, development and implementation of the creation of solutions for cyber, 
computer, data and internet security threats; cyber, computer, internet and data security 

management information; consultancy services relating to cyber, computer, internet and data 
security; measurement of cyber risks; providing online non-downloadable software for cyber skills 
and threats training and education; cyber, computer, internet and data security, protection and 
restoration services; computer system monitoring services; monitoring of network systems; 
computer system analysis; advisory services relating to computer systems analysis; compilation 
of information relating to cyber security; testing, analysis, monitoring, maintenance and advisory 
services regarding cyber security and data security services; data security services, namely, 
monitoring of computer systems for security purposes and vulnerabilities; design and 
development of computer software and computer systems for monitoring computer network 
behavioural patterns to discover risks; design and development of computer software and 
computer systems for monitoring computer network behavioural patterns to correlate security 
information; design and development of computer software and computer systems for monitoring 
computer network behavioural patterns to assess vulnerabilities, and managing and 

communicating compliance; provision of IT and consultancy services to protect against and/or 
remedy cyber security breaches and incidents; consultancy, design, testing, research and 
advisory services, all relating to computer security and computer networks; technical and 
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strategic consultation in the field of computer software, network management and network 
security; technical support services relating to computer and cyber security; technical support 

services relating to computer networks and the Internet; design and development of Internet 
security programs; testing of computer programs; cyber security threat analysis for protecting 
data; services for enhancing the performance, function and security of computer networks; 
provision of security services for computer networks; providing temporary use of web-based 
applications; providing temporary use of non-downloadable software; advisory services relating to 
computer systems security namely, advisory services related to designing, developing, 
customizing, configuring, deploying, installing, maintaining, analysing, integrating, repairing, and 
managing of cyber security systems for others; services relating to the protection of computer 
software, computer hardware, computer networks and computer systems against attacks from 
computer viruses and security threats; monitoring of computer network behavioural patterns; 
monitoring of computer network behavioural patterns for detecting and removing security threats; 
monitoring of computer network behavioural patterns for security purposes for detecting, 
classifying and removing computer viruses and security threats; provision of virtual computer 
environments, namely, training labs; advisory services relating to data security; monitoring of 
computer systems for security purposes; provision of a computer monitoring service which tracks 
online data and content; provision of computer assisted, computer mediated and on-line 
computer services for the foregoing; information, consultancy and advisory services relating to all 
the aforesaid services., 45 - Due-diligence checks relating to cyber security; licensing of software 
and technology solutions; assessment of risks; incident management consulting and 
investigation; security consultancy; Security monitoring services; Security services; information, 
consultancy and advisory services relating to all the aforesaid services. 

TEAM SIM United States of 
America 

Response Filed 97184832 22-12-2021     9 - Computer software; computer hardware; software platforms; computer software in the field of 
cyber security; computer software platforms for cyber security., 35 - Business consultancy 
relating to cyber security; data gathering and analysis services in the field of cyber security; 
business and marketing research; risk assessment services; business information services; 
business consultancy relating to cyber security; information, consultancy and advisory services 

relating to all the aforesaid services., 41 - Education and training services, cyber skills training 
and education; cyber security skills development and training; cyber skills development and 
training services; provision of online training, namely, administering online learning environments 
to teach participants cyber security skills and how to protect themselves from cyber threats; 
provision of virtual training labs; e-learning services; information, consultation research and 
advice in relation to the aforesaid services; providing information via a global computer network in 
relation to the aforesaid services; preparation of reports relating to all the aforesaid service; 
information, consultancy and advisory services relating to all the aforesaid services., 42 - 
Software as a Service; Platform as a Service; software as a service (saas) services featuring 
software for use in cyber security for the detection and mitigation of advanced persistent threat 
(apt) attacks; developing software and platforms for online learning environments to teach 
participants cyber security and how to protect themselves from cyber threats; providing online 
information in the field of cyber security and cyber threats via a computer database or the 

internet; design, development, and implementation of technology solutions for the purposes of 
cyber security; design, development and implementation of the creation of solutions for cyber, 
computer, data and internet security threats; cyber, computer, internet and data security 
management information; consultancy services relating to cyber, computer, internet and data 
security; measurement of cyber risks; providing online non-downloadable software for cyber skills 
and threats training and education; cyber, computer, internet and data security, protection and 
restoration services; computer system monitoring services; monitoring of network systems; 
computer system analysis; advisory services relating to computer systems analysis; compilation 
of information relating to cyber security; testing, analysis, monitoring, maintenance and advisory 
services regarding cyber security and data security services; design and development of 
computer software and computer systems for monitoring computer network behavioural patterns 
to discover risks; design and development of computer software and computer systems for 
monitoring computer network behavioural patterns to correlate security information; design and 

development of computer software and computer systems for monitoring computer network 
behavioural patterns to assess vulnerabilities, and managing and communicating compliance; 
provision of IT and consultancy services to protect against and/or remedy cyber security 
breaches and incidents; consultancy, design, testing, research and advisory services, all relating 
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to computer security and computer networks; technical and strategic consultation in the field of 
computer software, network management and network security; technical support services 

relating to computer and cyber security; technical support services relating to computer networks 
and the Internet; design and development of Internet security programs; testing of computer 
programs; cyber security threat analysis for protecting data; services for enhancing the 
performance, function and security of computer networks; provision of security services for 
computer networks; providing temporary use of web-based applications; providing temporary use 
of non-downloadable software; advisory services relating to computer systems security namely, 
advisory services related to designing, developing, customizing, configuring, deploying, installing, 
maintaining, analysing, integrating, repairing, and managing of cyber security systems for others; 
monitoring of computer network behavioural patterns; monitoring of computer network 
behavioural patterns for detecting and removing security threats; monitoring of computer network 
behavioural patterns for security purposes for detecting, classifying and removing computer 
viruses and security threats; provision of virtual computer environments, namely, training labs; 
advisory services relating to data security; monitoring of computer systems for security purposes; 
provision of a computer monitoring service which tracks online data and content; provision of 
computer assisted, computer mediated and on-line computer services for the foregoing; 
information, consultancy and advisory services relating to all the aforesaid services., 45 - Due-
diligence checks relating to cyber security; licensing of software and technology solutions; 
assessment of risks; incident management consulting and investigation; security consultancy; 
Security monitoring services; Security services; information, consultancy and advisory services 
relating to all the aforesaid services. 

HUMAN DEFENSE 
LAYER 

United States of 
America 

Response Filed 97184854 22-12-2021     9 - Computer software; computer hardware; software platforms; computer software in the field of 
cyber security; computer software platforms for cyber security., 35 - Business consultancy 
relating to cyber security; data gathering and analysis services in the field of cyber security; 
business and marketing research; risk assessment services; business information services; 
business consultancy relating to cyber security; information, consultancy and advisory services 
relating to all the aforesaid services., 41 - Education and training services, cyber skills training 

and education; cyber security skills development and training; cyber skills development and 
training services; provision of online training, namely, administering online learning environments 
to teach participants cyber security skills and how to protect themselves from cyber threats; 
provision of virtual training labs; e-learning services; information, consultation research and 
advice in relation to the aforesaid services; providing information via a global computer network in 
relation to the aforesaid services; preparation of reports relating to all the aforesaid service; 
information, consultancy and advisory services relating to all the aforesaid services., 42 - 
Software as a Service; Platform as a Service; software as a service (saas) services featuring 
software for use in cyber security for the detection and mitigation of advanced persistent threat 
(apt) attacks; developing software and platforms for online learning environments to teach 
participants cyber security and how to protect themselves from cyber threats; providing online 
information in the field of cyber security and cyber threats via a computer database or the 
internet; design, development, and implementation of technology solutions for the purposes of 

cyber security; design, development and implementation of the creation of solutions for cyber, 
computer, data and internet security threats; cyber, computer, internet and data security 
management information; consultancy services relating to cyber, computer, internet and data 
security; measurement of cyber risks; providing online non-downloadable software for cyber skills 
and threats training and education; cyber, computer, internet and data security, protection and 
restoration services; computer system monitoring services; monitoring of network systems; 
computer system analysis; advisory services relating to computer systems analysis; compilation 
of information relating to cyber security; testing, analysis, monitoring, maintenance and advisory 
services regarding cyber security and data security services; data security services, namely, 
monitoring of computer systems for security purposes and vulnerabilities; design and 
development of computer software and computer systems for monitoring computer network 
behavioural patterns to discover risks; design and development of computer software and 
computer systems for monitoring computer network behavioural patterns to correlate security 

information; design and development of computer software and computer systems for monitoring 
computer network behavioural patterns to assess vulnerabilities, and managing and 
communicating compliance; provision of IT and consultancy services to protect against and/or 
remedy cyber security breaches and incidents; consultancy, design, testing, research and 
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advisory services, all relating to computer security and computer networks; technical and 
strategic consultation in the field of computer software, network management and network 

security; technical support services relating to computer and cyber security; technical support 
services relating to computer networks and the Internet; design and development of Internet 
security programs; testing of computer programs; cyber security threat analysis for protecting 
data; services for enhancing the performance, function and security of computer networks; 
provision of security services for computer networks; providing temporary use of web-based 
applications; providing temporary use of non-downloadable software; advisory services relating to 
computer systems security namely, advisory services related to designing, developing, 
customizing, configuring, deploying, installing, maintaining, analysing, integrating, repairing, and 
managing of cyber security systems for others; services relating to the protection of computer 
software, computer hardware, computer networks and computer systems against attacks from 
computer viruses and security threats; monitoring of computer network behavioural patterns; 
monitoring of computer network behavioural patterns for detecting and removing security threats; 
monitoring of computer network behavioural patterns for security purposes for detecting, 
classifying and removing computer viruses and security threats; provision of virtual computer 
environments, namely, training labs; advisory services relating to data security; monitoring of 
computer systems for security purposes; provision of a computer monitoring service which tracks 
online data and content; provision of computer assisted, computer mediated and on-line 
computer services for the foregoing; information, consultancy and advisory services relating to all 
the aforesaid services., 45 - Due-diligence checks relating to cyber security; licensing of software 
and technology solutions; assessment of risks; incident management consulting and 
investigation; security consultancy; Security monitoring services; Security services; information, 
consultancy and advisory services relating to all the aforesaid services. 

CYBER 
WORKFORCE 
OPTIMIZATION 

United States of 
America 

Abandoned 97175613 16-12-2021     9 - Computer software; computer hardware; software platforms; computer software in the field of 
cyber security; computer software platforms for cyber security., 35 - Business consultancy 
relating to cyber security; data gathering and analysis services in the field of cyber security; 
business and marketing research; risk assessment services; business information services; 

business consultancy relating to cyber security; information, consultancy and advisory services 
relating to all the aforesaid services., 41 - Education and training services, cyber skills training 
and education; cyber security skills development and training; cyber skills development and 
training services; provision of online training, namely, administering online learning environments 
to teach participants cyber security skills and how to protect themselves from cyber threats; 
provision of virtual training labs; e-learning services; information, consultation research and 
advice in relation to the aforesaid services; providing information via a global computer network in 
relation to the aforesaid services; preparation of reports relating to all the aforesaid service; 
information, consultancy and advisory services relating to all the aforesaid services., 42 - 
Software as a Service; Platform as a Service; software as a service (saas) services featuring 
software for use in cyber security for the detection and mitigation of advanced persistent threat 
(apt) attacks; developing software and platforms for online learning environments to teach 
participants cyber security and how to protect themselves from cyber threats; providing online 

information in the field of cyber security and cyber threats via a computer database or the 
internet; design, development, and implementation of technology solutions for the purposes of 
cyber security; design, development and implementation of the creation of solutions for cyber, 
computer, data and internet security threats; cyber, computer, internet and data security 
management information; consultancy services relating to cyber, computer, internet and data 
security; measurement of cyber risks; providing online non-downloadable software for cyber skills 
and threats training and education; cyber, computer, internet and data security, protection and 
restoration services; computer system monitoring services; monitoring of network systems; 
computer system analysis; advisory services relating to computer systems analysis; compilation 
of information relating to cyber security; testing, analysis, monitoring, maintenance and advisory 
services regarding cyber security and data security services; data security services, namely, 
monitoring of computer systems for security purposes and vulnerabilities; design and 
development of computer software and computer systems for monitoring computer network 

behavioural patterns to discover risks; design and development of computer software and 
computer systems for monitoring computer network behavioural patterns to correlate security 
information; design and development of computer software and computer systems for monitoring 
computer network behavioural patterns to assess vulnerabilities, and managing and 
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communicating compliance; provision of IT and consultancy services to protect against and/or 
remedy cyber security breaches and incidents; consultancy, design, testing, research and 

advisory services, all relating to computer security and computer networks; technical and 
strategic consultation in the field of computer software, network management and network 
security; technical support services relating to computer and cyber security; technical support 
services relating to computer networks and the Internet; design and development of Internet 
security programs; testing of computer programs; cyber security threat analysis for protecting 
data; services for enhancing the performance, function and security of computer networks; 
provision of security services for computer networks; providing temporary use of web-based 
applications; providing temporary use of non-downloadable software; advisory services relating to 
computer systems security namely, advisory services related to designing, developing, 
customizing, configuring, deploying, installing, maintaining, analysing, integrating, repairing, and 
managing of cyber security systems for others; services relating to the protection of computer 
software, computer hardware, computer networks and computer systems against attacks from 
computer viruses and security threats; monitoring of computer network behavioural patterns; 
monitoring of computer network behavioural patterns for detecting and removing security threats; 
monitoring of computer network behavioural patterns for security purposes for detecting, 
classifying and removing computer viruses and security threats; provision of virtual computer 
environments, namely, training labs; advisory services relating to data security; monitoring of 
computer systems for security purposes; provision of a computer monitoring service which tracks 
online data and content; provision of computer assisted, computer mediated and on-line 
computer services for the foregoing; information, consultancy and advisory services relating to all 
the aforesaid services., 45 - Due-diligence checks relating to cyber security; licensing of software 
and technology solutions; assessment of risks; incident management consulting and 
investigation; security consultancy; Security monitoring services; Security services; information, 
consultancy and advisory services relating to all the aforesaid services. 

IMMERSIVE LABS United States of 
America 

Non-final action 
- mailed 

90828304 14-07-2021     9 - Computer software; computer hardware; software platforms; computer software in the field of 
cyber security; computer software platforms for cyber security., 35 - Business consultancy 

relating to cyber security; data gathering and analysis services in the field of cyber security; 
business and marketing research; risk assessment services; business information services; 
business consultancy relating to cyber security., 41 - Education and training services, cyber skills 
training and education; cyber security skills development and training; cyber skills development 
and training services; provision of online training, namely, administering online learning 
environments to teach participants cyber security skills and how to protect themselves from cyber 
threats; provision of virtual training labs; e-learning services; information, consultation research 
and advice in relation to the aforesaid services; providing information via a global computer 
network in relation to the aforesaid services; preparation of reports relating to all the aforesaid 
services., 45 - Due-diligence checks relating to cyber security; licensing of software and 
technology solutions; assessment of risks; incident management consulting and investigation; 
security consultancy; Security monitoring services; Security services. 

CYBER CRISIS 
SIMULATOR 

United States of 
America 

Response Filed 90800744 29-06-2021     9 - Computer software; computer hardware; software platforms; computer software in the field of 
cyber security; computer software platforms for cyber security., 35 - Business consultancy 

relating to cyber security; data gathering and analysis services in the field of cyber security; 
business and marketing research; risk assessment services; business information services; 
business consultancy relating to cyber security., 41 - Education and training services, cyber skills 
training and education; cyber security skills development and training; cyber skills development 
and training services; provision of online training, namely, administering online learning 
environments to teach participants cyber security skills and how to protect themselves from cyber 
threats; provision of virtual training labs; e-learning services; information, consultation research 
and advice in relation to the aforesaid services; providing information via a global computer 
network in relation to the aforesaid services; preparation of reports relating to all the aforesaid 
services., 42 - Software as a Service; Platform as a Service; software as a service (saas) 
services featuring software for use in cyber security for the detection and mitigation of advanced 
persistent threat (apt) attacks; developing software and platforms for online learning 
environments to teach participants cyber security and how to protect themselves from cyber 
threats; providing online information in the field of cyber security and cyber threats via a computer 
database or the internet; design, development, and implementation of technology solutions for 
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the purposes of cyber security; design, development and implementation of the creation of 
solutions for cyber, computer, data and internet security threats; cyber, computer, internet and 

data security management information; consultancy services relating to cyber, computer, internet 
and data security; measurement of cyber risks; providing online non-downloadable software for 
cyber skills and threats training and education; cyber, computer, internet and data security, 
protection and restoration services; computer system monitoring services; monitoring of network 
systems; computer system analysis; advisory services relating to computer systems analysis; 
compilation of information relating to cyber security; testing, analysis, monitoring, maintenance 
and advisory services regarding cyber security and data security services; data security services, 
namely, monitoring of computer systems for security purposes and vulnerabilities; design and 
development of computer software and computer systems for monitoring computer network 
behavioural patterns to discover risks; design and development of computer software and 
computer systems for monitoring computer network behavioural patterns to correlate security 
information; design and development of computer software and computer systems for monitoring 
computer network behavioural patterns to assess vulnerabilities, and managing and 
communicating compliance; provision of IT and consultancy services to protect against and/or 
remedy cyber security breaches and incidents; consultancy, design, testing, research and 
advisory services, all relating to computer security and computer networks; technical and 
strategic consultation in the field of computer software, network management and network 
security; technical support services relating to computer and cyber security; technical support 
services relating to computer networks and the Internet; design and development of Internet 
security programs; testing of computer programs; cyber security threat analysis for protecting 
data; services for enhancing the performance, function and security of computer networks; 
provision of security services for computer networks; providing temporary use of web-based 
applications; providing temporary use of non-downloadable software; advisory services relating to 
computer systems security namely, advisory services related to designing, developing, 
customizing, configuring, deploying, installing, maintaining, analysing, integrating, repairing, and 

managing of cyber security systems for others; services relating to the protection of computer 
software, computer hardware, computer networks and computer systems against attacks from 
computer viruses and security threats; monitoring of computer network behavioural patterns; 
monitoring of computer network behavioural patterns for detecting and removing security threats; 
monitoring of computer network behavioural patterns for security purposes for detecting, 
classifying and removing computer viruses and security threats; provision of virtual computer 
environments, namely, training labs; advisory services relating to data security; monitoring of 
computer systems for security purposes; provision of a computer monitoring service which tracks 
online data and content; provision of computer assisted, computer mediated and on-line 
computer services for the foregoing; information, consultancy and advisory services relating to all 
the aforesaid services., 45 - Due-diligence checks relating to cyber security; licensing of software 
and technology solutions; assessment of risks; incident management consulting and 
investigation; security consultancy; Security monitoring services; Security services. 

IMMERSIVE CYBER 

CRISIS SIMULATOR 

United States of 

America 

Response Filed 90800735 29-06-2021     9 - Computer software; computer hardware; software platforms; computer software in the field of 

cyber security; computer software platforms for cyber security., 35 - Business consultancy 
relating to cyber security; data gathering and analysis services in the field of cyber security; 
business and marketing research; risk assessment services; business information services; 
business consultancy relating to cyber security., 41 - Education and training services, cyber skills 
training and education; cyber security skills development and training; cyber skills development 
and training services; provision of online training, namely, administering online learning 
environments to teach participants cyber security skills and how to protect themselves from cyber 
threats; provision of virtual training labs; e-learning services; information, consultation research 
and advice in relation to the aforesaid services; providing information via a global computer 
network in relation to the aforesaid services; preparation of reports relating to all the aforesaid 
services., 42 - Software as a Service; Platform as a Service; software as a service (saas) 
services featuring software for use in cyber security for the detection and mitigation of advanced 
persistent threat (apt) attacks; developing software and platforms for online learning 

environments to teach participants cyber security and how to protect themselves from cyber 
threats; providing online information in the field of cyber security and cyber threats via a computer 
database or the internet; design, development, and implementation of technology solutions for 
the purposes of cyber security; design, development and implementation of the creation of 
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solutions for cyber, computer, data and internet security threats; cyber, computer, internet and 
data security management information; consultancy services relating to cyber, computer, internet 

and data security; measurement of cyber risks; providing online non-downloadable software for 
cyber skills and threats training and education; cyber, computer, internet and data security, 
protection and restoration services; computer system monitoring services; monitoring of network 
systems; computer system analysis; advisory services relating to computer systems analysis; 
compilation of information relating to cyber security; testing, analysis, monitoring, maintenance 
and advisory services regarding cyber security and data security services; data security services, 
namely, monitoring of computer systems for security purposes and vulnerabilities; design and 
development of computer software and computer systems for monitoring computer network 
behavioural patterns to discover risks; design and development of computer software and 
computer systems for monitoring computer network behavioural patterns to correlate security 
information; design and development of computer software and computer systems for monitoring 
computer network behavioural patterns to assess vulnerabilities, and managing and 
communicating compliance; provision of IT and consultancy services to protect against and/or 
remedy cyber security breaches and incidents; consultancy, design, testing, research and 
advisory services, all relating to computer security and computer networks; technical and 
strategic consultation in the field of computer software, network management and network 
security; technical support services relating to computer and cyber security; technical support 
services relating to computer networks and the Internet; design and development of Internet 
security programs; testing of computer programs; cyber security threat analysis for protecting 
data; services for enhancing the performance, function and security of computer networks; 
provision of security services for computer networks; providing temporary use of web-based 
applications; providing temporary use of non-downloadable software; advisory services relating to 
computer systems security namely, advisory services related to designing, developing, 
customizing, configuring, deploying, installing, maintaining, analysing, integrating, repairing, and 
managing of cyber security systems for others; services relating to the protection of computer 

software, computer hardware, computer networks and computer systems against attacks from 
computer viruses and security threats; monitoring of computer network behavioural patterns; 
monitoring of computer network behavioural patterns for detecting and removing security threats; 
monitoring of computer network behavioural patterns for security purposes for detecting, 
classifying and removing computer viruses and security threats; provision of virtual computer 
environments, namely, training labs; advisory services relating to data security; monitoring of 
computer systems for security purposes; provision of a computer monitoring service which tracks 
online data and content; provision of computer assisted, computer mediated and on-line 
computer services for the foregoing; information, consultancy and advisory services relating to all 
the aforesaid services., 45 - Due-diligence checks relating to cyber security; licensing of software 
and technology solutions; assessment of risks; incident management consulting and 
investigation; security consultancy; Security monitoring services; Security services. 

DIGITAL CYBER 
ACADEMY 

United States of 
America 

Registered 87425662 26-04-2017 5388680 23-01-2018 9 - Computer hardware; computer software and computer software platforms for cybersecurity, 
41 - Education, namely, providing training, namely, online courses and programs in cyber 

security; Providing on-line non-downloadable labs, in the field of cyber security featuring training 
exercises in Secure coding, Reverse engineering, Ethical hacking, Security investigation and 
response, Open source investigation, IOT/Embedded in the field of cyber security, 42 - Platform 
as a service (PAAS) featuring computer software platforms for cybersecurity; Scientific and 
technological services, namely, research and design in the field of cyber security; design and 
development of computer hardware and software for cyber security 

 

  

United States of 
America 

Registered 88644574 07-10-2019 6198281 17-11-2020 41 - Cyber skills training; cyber skills development services, namely, providing online training in 
the field of cyber skills; Security monitoring services, namely, online training in monitoring of 
computer systems for detection, identification and defence of cyber-attacks, 42 - Software as a 
service (SAAS) services featuring software for cyber security, namely, software for the upskilling 
and training of individuals in the identification, mitigation and defence against actual and potential 
computer and network security threats utilising the latest threat intelligence, gamified learning and 
simulated realistic live attacks; measurement of cyber risks; cyber security management 
information; expert consultancy relating to cyber security; security consultancy, namely, computer 
security consulting in the field of cyber security; Cyber security business intelligence services, 
namely, monitoring of business computer systems for detection, identification and defence of 



        IMMERSIVE LABS – 02.2023 

IP Title Country Status Application No. Application 
Date 

Registration 
No. 

Registration 
Date 

Classification Text 

cyber-attack; advisory services relating to cyber security, 45 - Computer licensing; computer 
software licensing 

IMMERSIVE LABS United States of 
America 

Registered 88166790 24-10-2018 5974946 04-02-2020 42 - Software as a service (SAAS) services featuring a non-downloadable computer software 
platform for cyber security, namely, featuring software for upskilling and training of individuals in 
the identification, mitigation and defence against actual and potential computer and network 
security threats utilizing the latest threat intelligence, gamified learning and simulated realistic live 
attacks. 

 


